
Virus protection is essential on any LAN that 
handles business-critical data. It’s not something 
you want to trust to individual workstations and 
users. You need centralized control, maximized 
for today’s 32-bit server environments. With a 
proven track record on Novell NetWare* networks, 
Intel now extends protection to networks utilizing
Microsoft’s popular Windows NT* Server.

Protects critical data
Intel LANDesk® Virus Protect for Windows NT utilizes server-based technology,
providing centralized virus protection of vital data as it passes through the server, 
and preventing viruses from passing on to client workstations. Your servers are
protected from infections that can be introduced through a variety of uncontrollable 
sources such as modems, disks and the world wide web. Real-time scanning contin-
uously safeguards against known viruses as files are sent to the server.

Proven Intel technology
Intel’s virus protection technology for Novell NetWare has proven itself industry-
wide, earning acceptance as the leading NetWare solution – and now Intel extends 
its expertise to the Windows NT platform. LANDesk Virus Protect for Windows NT
includes everything you need to protect the enterprise, including pattern-based 
scanning and detection of polymorphic, stealth and Macro viruses, optimized for 
the 32-bit Windows NT environment.

Powerful Client Protection
LANDesk Virus Protect v1.7 for Windows NT includes powerful, NOS independent 
client protection to keep your desktops as secure as your servers. You get DOS,
Windows* 3.1x, Windows 95, and Windows NT Workstation programs that can 
communicate with both Windows NT and NetWare servers automatically. This 
means pattern file updates can be obtained automatically, regardless of what type 
of server you log into. All of your Windows operating systems can now be protected 
with real-time background scanning with no TSRs required. This powerful tool will
allow viruses to be detected in real-time from all entry points, such as floppy disks,
Internet, e-mail attachments, and documents being opened.
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■ Safeguards critical data 
on Windows NT* servers

■ Market-proven Intel virus
protection technology

■ Real-time, on-demand 
and scheduled scanning 
for reliable protection
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F O R  P R O D U C T  I N F O R M AT I O N

World Wide Web http://www.intel.com/comm-net/sns/

U.S. and Canada 800-538-3373 or
503-264-7354

Europe +44-1793-431-155

Japan +81-298-47-0800

Hong Kong, Taiwan, Korea, +65-735-3811
Singapore and ASEAN

Australia +61-2-9937-5800

F O R  M O R E  I N F O R M AT I O N ,
O R D E R  T H E S E  FA X B A C K * D O C U M E N T S

Managing the Intel Architecture 8728

LANDesk® Virus Protect v4.0 Data Sheet 9558

LANDesk Virus Protect Data Sheet
(Client version) 1476

LANDesk Management Suite Data Sheet 5544

LANDesk Workgroup Manager Data Sheet 8731

LANDesk Server Manager Pro Data Sheet 8730

To order call 503-264-6835, 800-525-3019, or find us on
the World Wide Web: http://www.intel.com/comm-net/sns/

C O M PA N I O N  P R O D U C T S V

Consider these related 
Intel products as a factor 
in your network planning.

■ LANDesk®

Virus Protect v4.0

■ LANDesk Virus Protect
(Client version)

■ LANDesk 
Workgroup Manager

■ LANDesk Server
Manager Pro

■ LANDesk 
Management Suite

Intel LANDesk® Virus Protect v1.7

Please Recycle.

Powerful client protection with real-time scanning guards your PC at all times

Client programs send alerts to, and get updates from, both Windows NT* and NetWare* servers 

Scheduled BBS and instant Internet pattern updates keep software up to date against the latest viruses

A broad range of notification methods will ensure viruses don’t go unnoticed

Scans for all viruses within 6 common file compression types, such as PKZIP,* MS Compress and LHA

Multiple event scheduler provides maximum scanning flexibility

Integrated event log provides detailed information on origin of virus infection

S Y S T E M  R E Q U I R E M E N T S

O U T S TA N D I N G  F E AT U R E S

Window NT* Server, v3.51 or 4.0

Minimum 16MB of RAM

10MB of disk space

C U S T O M E R  S U P P O R T

Intel Customer Support Services offer a broad selection of tiered support programs. For more information visit us on the
World Wide Web at http://www-cs.intel.com/services or call 800-538-3373, ext. 276.


